
 

 

 

 

SNCC Data Protection Policy (GDPR compliant) 

SNCC recognises that people’s personal information should be handled with the highest respect for their 

privacy. 

Information held by members and those who follow the blog (data subjects) will have their information 

used (processed) by SNCC according to the principles of the GDPR (General Data Protection Regulations) 

• Fair, lawful and transparent 

• Compatible and specific 

• Adequate, relevant and limited to what is necessary 

• Accurate and rectifiable 

• Retained for no longer than necessary 

• Integrity and confidentiality 

Members of the choir will have their name, address, email address and phone number stored on a 

password protected computer used by the Choir Leader who is the Data Controller. The member list 

spreadsheet is also password protected. She will answer any queries from individuals who want to know 

about how their information is being used or want to make changes to their data. 

The member list will be reviewed every six months and obsolete information will be deleted.  

This information is held with the express permission of individuals and is only used to contact members 

with information about the choir and emails about other singing opportunities available to them.  

People who sign up to following the blog will have their name and email address retained securely on the 

website and can ‘unsubscribe’ at any time. 

The website uses software to protect emails from being ‘harvested’ by bots.  

 

Photographs of Choir Members 

Photographs of members are used on the SNCC website. Express written permission is sought and given 

for each photograph to be used for one explicit purpose.  

The Choir Leader makes it clear to members that there is no obligation on members to have their 

photograph taken or used. 

 

 

 



 

 

 


